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UPnP Certification









UPnP+

UPnP Pre-certification

How To Certify A UPnP Device

	Gain UPnP Certification rights by doing one of the following:
	Become an OCF Member, and pay the applicable annual membership fee (e.g. $2,000 USD for Gold Membership), and sign the UPnP Certification Testing and Licensing Agreement.
	Become a Non-Member Licensee by signing the UPnP Certification Testing and Licensing Agreement, Application Form, and paying the $5,000 USD annual fee.



	Access the certification test tool via the UPnP Certification Site.
	Run the test tool at your own facility or at a 3rd party test house.
	Submit the test logs, along with Web-based device registration form, to the Test Reviewer.

Note: Your company must submit a device registration form for each device. Visit the UPnP Certification Site for additional information.
	Once you have submitted the test logs and device registration forms, the Test Reviewer reviews the test logs and contacts you with testing results.

Note: The review may require up to five (5) working days; however, two working days is our goal.
	If the device passes, your company receives a certificate of conformity for that particular device. The certificate authorizes your company to use the certification mark on the certified device and in associated marketing material, according to the Implementer Membership Addendum and the Logo Usage Guidelines document and FAQ, which are accessible via the UPnP Certification Site.

If the device fails, your company is notified of the failure and reason, no certificate is issued, and your company may not market the device as UPnP-certified. Your company is welcome to alter the device and retest.




























UPnP Certification FAQs









If you are associated with an OCF member company, or a Non-Member Licensee, and would like further information about the UPnP certification process, you can register for an account on the UPnP Certification Management System and read more about the process by clicking on “UPnP.”



























UPnP General Compliance FAQ's











Who determines requirements for a test suite and acceptance criteria for UPnP device or service templates?
Expand



It is the responsibility of the UPnP Work Group to specify a test template for each UPnP device or service type. The purpose of the test template is to specify test coverage to facilitate testing with the UPnP Certification Test Tool. Sample implementations are required to demonstrate execution of test suites derived from UPnP device or service test templates.







Can there be multiple levels of compliance? Appliance-to-appliance? Appliance-to-desktop? What parameters/attributes would you use to distinguish between the different levels?
Expand



No. UPnP enables platform-independent, peer-to-peer interoperability. As a result, compliance should not be divided into levels for specific device interoperability, because this would defeat the purpose of UPnP. However, interoperability testing must include different levels of devices.







Can proprietary services be certified UPnP compliant?
Expand



No. Certification criteria requires conformance to a standard template approved by the UPnP Work Group within OCF. Alternately, the template for the service may be submitted to OCF along with 3 supporting implementations and supporting test suites subject to working committee support to gain approval. If approved, the service may be certified to earn the UPnP Logo.







Are there software development kits (SDKs) available to assist in my device development?
Expand



Yes. A list of SDK and open source stack vendors is on this website here. However, we do not endorse them and recommend you check with these vendors to see if their implementations have been certified to meet the UPnP requirements of OCF.







How do I list my software development kit (SDK) on your website?
Expand



Interested vendors should contact us via email at [email protected]







How do I manage bandwidth in my device?
Expand



WANCommonInterfaceConfig is the UPnP service defined by the Gateway Working Committee that provides the features enabling you to build an application for management of bandwidth. This specification defines the GetCommonLinkProperties action which gives you the theoretical uplink and downlink bit rates of the WAN connection, and the GetTotalBytesSent and GetTotalBytesReceived actions allows you to determine the used bandwidth. Additionally, there is a BasicManagement Service Devices by the Device Management Working Committee which allows you to perform IP (Internet Protocol) layer, self-test diagnostics and bandwidth tests. An extensible set of bandwidth tests can be invoked using the GetBandwidthTestInfo(), BandwidthTest() and GetBandwidthTestResult() actions.

Keep in mind that many of these actions are optional and some gateway and other device implementations do not support the optional actions. Therefore, you may not be able to retrieve all of the information about bandwidth usage.







Can UPnP technology be used on multiple platforms? Can the technology be used on these platforms simultaneously?
Expand



Yes. UPnP technology is based on wire protocols rather than any particular execution model. As such, it is independent of a platform or operating system. Implementations running on a variety of platforms can interoperate successfully.
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UPnP+ Certification









Read about the UPnP+ initiative here. Note that the UPnP+ certification process follows the same certification process as standard UPnP products.

The goal of UPnP+-certified products is to certify a more reliable, secure, and diverse family of products. Benefits included in UPnP+ certification include:

	Interoperability
	Security
	Evolving standards (e.g., HTML5, IPv6)
	Cloud-based features
	New services


In support of this effort, OCF has updated the UPnP Certification Test Tool (UCTT) for enhanced testing and expanded its testing program to improve the quality of open source implementations.

The following are the requirements for UPnP+ certification compared to UPnP certification for all UPnP certified devices.

	
Specification

	
        UPnP Certification

	
    UPnP+ Certification


	
	UDA	
	UPnP version 1.0 is a minimum requirement
	UPnP version 1.1 is optional


	
	UPnP version 2.0 is a minimum requirement



	
	IPv6 Annex	
	UPnP certification requires IPv4 support
	IPv6 support is optional and the currently published IPv6 annex is out of date


	
	UPnP+ certification requires dual-stack (IPv4/IPv6) implementation as described in the new UPnP UDA annex



	
	UDA Cloud Annex	
	UDA V1.0 devices cannot be certified as cloud devices, however legacy UDA V1.0 devices can be bridged to the cloud using a UPnP+ certified CPDev Cloud Proxy device


	
	UPnP cloud device support (UCCD) is mandatory for UPnP+ device certification
	UPnP cloud control point support (UCC-CP) is mandatory for UPnP+ control point certification





 

The following are the requirements for UPnP+ certification compared to UPnP certification for floating services. These services can be added to other device types.

	
Service

	
     UPnP Certification

	
     UPnP+ Certification


	
	DeviceProtection	
	DeviceProtection:1 is optional


	
	DeviceProtection:1 is required for UPnP+ certification
	http://sourceforge.net/projects/upnpdm/ - an open source implementation from Orange (includes DeviceProtection, DeviceManagement: BMS & CMS & SMS)



	
	FriendlyInfoUpdate	
	FriendlyInfoUpdate:1 support is optional


	
	FriendlyInfoUpdate:1 support is mandatory for UPnP+ certification



	
	EnergyManagement	
	EnergyManagement:1 is optional


	
	EnergyManagement:1 support is mandatory in UPnP+ certification
	EnergyManagement proxy is mandatory for mains powered devices



	
	BasicManagementService	
	BasicManagementService:1 is optional


	
	BasicManagementService:2 is mandatory



	
	ConfigurationManagementService	
	ConfigurationManagement Service:1 is optional


	
	ConfigurationManagementService:2 is optional



	
	SoftwareManagementService	
	SoftwareManagement Service:1 is optional


	
	SoftwareManagementService:2 is optional



	
	QOS	
	QOS:2 is optional


	
	QOS:2 is optional



	
	QOS	
	QOS:3 is optional


	
	QOS:3 is optional
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UPnP Pre-certification









The UPnP Test Vendors (UTVs) are OCF members and provide pre-certification testing services on behalf of Members looking to obtain UPnP® certification. See above for the UPnP certification process.

Notes for UPnP Licensees:

	
	
	Although UTVs can perform testing on your behalf, it is your responsibility to submit passing test logs and the product details using the online Device Registration form to achieve UPnP® Certification.
	Test results generated by UTVs may be shared with OCF and will be treated confidentially.








UPnP Test Vendors

	Vendor name	Contact information
	Allion Labs, Inc	http://www.allion.com/

[email protected]

Tel: +886-2-2655-7877
	CESI Technology Co., Ltd	http://www.adtc.org.cn

[email protected]

[email protected]

[email protected]

Tel: +86-10-67831802 ext 30


If you are a UTV and not listed above but would like to request to be added, please contact the OCF UPnP Certification Administrator at [email protected]. OCF membership is required.

Pre-Certification UPnP Cloud Interoperability Testing

The below listed UPnP Test Vendors provide pre-certification testing services specifically for the Cloud on behalf of Members looking to obtain UPnP® or UPnP+® Certification. The process for certifying devices can be found here.

Notes for UPnP Licensees:

	Although these UPnP Test Vendors can perform testing on your behalf, it is your responsibility to submit passing test logs and the product details using the online Device Registration form to achieve UPnP® or UPnP+® Certification.
	Test results generated by UPnP Test Vendors may be shared with OCF and will be treated confidentially.


Independent Cloud Interoperability Service Vendors:

	Vendor name	Contact information
	ConnectingYourThings (CYT)	http://www.cytiot.com/

[email protected]: +1 650-466-7011
	Comarch Technologies	http://technologies.comarch.com
Email: [email protected]

and [email protected]



If you are a Cloud Interoperability Service Vendor and not listed above but would like to request to be added, please contact the OCF UPnP Certification Administrator at [email protected]. As noted above, OCF membership is required.

Disclaimer of Non-endorsement: This page contains links to other sites which the Open Connectivity Foundation (OCF) provides for informational and convenience purposes only. OCF does not control or monitor these sites, nor does their inclusion mean that OCF recommends or endorses these sites, the organizations or companies that run the sites or anything contained within the sites. OCF in no manner endorses, sponsors, recommends, certifies or approves these Independent Certification Vendors and/or their products or offerings.
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View the technical FAQ here.




























Have a question that 
wasn’t addressed above?
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SIGN UP FOR OUR eNEWS

To get the latest news & events
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