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OCF Outstanding Contributor Awards

Posted on: August 14, 2017
The OCF Outstanding Contributor Award Program was created to recognize member companies and individuals whose outstanding contributions have advanced the Open Connectivity Foundation (OCF).

… [Read More]


Filed Under: Blog 
A Year in Review: OCF Enables Vendor Cloud Interoperability and Strengthens IoT Security

Posted on: January 5, 2021
While 2020 brought many challenges as well as a significant shift in work-life circumstances, OCF’s members remained dedicated to the OCF mission. In a collaborative effort amongst key industry leaders, OCF made significant progress in OCF technology development, cybersecurity and smart building initiatives. Below we have shared a few exciting highlights from OCF’s 2020 efforts:

… [Read More]
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OBJECTIVES



The Open Connectivity Foundation (OCF), with leaders across multiple industries, will define the connectivity requirements to improve interoperability between the billions of devices making up the Internet of Things (IoT). OCF will deliver a specification, an open source implementation and a certification program ensuring interoperability regardless of form factor, operating system, service provider or transport technology creating a "Network of Everything". The OCF invites the industry to participate in this effort as it brings together companies from diverse markets including: Automotive, Consumer Electronics, Enterprise, Healthcare, Home Automation, Industrial and Wearables, amongst others.  

Read below for information on UPnP certification for OCF Members and Non-Members.

OCF MEMBERSHIP LEVELS AND BENEFITS

Adopter Member Benefits - Use the Standard - (Annual Dues: $0 USD)


	Eligible to have read only rights for members-only materials
	Eligible to seek OCF certification of products and/or services
	NOTE: Adopter members may not participate in email discussions, calls or face-to-face meetings of the Members (except for the limited right to attend the plenary sessions of the annual meeting of the Members)



Nonprofit Educational Gold Member Benefits - Create the Standard - (One-time fee: $1,000 USD*)

* Membership tier for non-profit educational organizations.





	Eligible to participate in a non-voting capacity in Work Group and Task Groups
	Eligible to seek certification of products and/or services
	Eligible to use the organization's trademarks in connection with Member's certified products and/or services



Individual Member Benefits - Contribute as an Individual - (Annual Dues: $0 USD**)

** Membership tier for individuals who are not employed by a company and are contributing solely as an individual.







	Eligible to participate in a non-voting capacity in Work Group and Task Groups






Gold Member Benefits - Create the Standard and Influence the Organization - (Annual Dues: Tiered from $2,000 to $10,000 USD***)

*** Fee determined by the number of full-time employees of the Applicant at the time of application and subject to change on renewal based upon changes in the number of full-time employees. Gold Members that have a representative on the Board of Directors are required to pay at the start of their term an additional fee of $5,000 USD for the two-year term.


	Eligible to have a representative elected to the Board of Directors
	Eligible to have a representative appointed or elected as an Officer of the organization
	Eligible to participate and Chair in the Work Groups and Task Groups
	Eligible to seek OCF and UPnP certification of products and/or services
	Eligible to use the organization's trademarks in connection with Member's certified products and/or services















JOINING THE OCF IS EASY.

1. Review the Membership Documents.

	OCF Gold Membership Agreement
	OCF Individual Membership Agreement
	OCF Nonprofit Educational Gold Membership Agreement
	OCF Adopter Membership Agreement
	Open Connectivity Foundation Bylaws
	Open Connectivity Foundation IPR Policy
	Certificate of Incorporation and Certificate of Amendment for Name Change


2. Submit a Signed Membership Agreement to [email protected].

3. Remit the annual dues payment to OCF that is applicable for your membership level.

4. Begin participating!

For any questions on the benefits or processing of membership applications, please contact us.





CERTIFY UPNP DEVICES

Effective January 1, 2016, UPnP Forum assigned their assets to OCF. Membership in UPnP Forum is no longer available, but UPnP certification is managed by OCF and the below options are available.

OCF Membership

Companies that join OCF as a member per the instructions above can certify UPnP devices at no additional cost, but must sign the UPnP Certification Testing and Licensing Agreement (CTLA). Sign and return a scanned copy to [email protected].

Non-Member Licensee

Companies that do not join OCF can become a Non-Member Licensee under the UPnP Certification Testing and Licensing Agreement (CTLA). Companies must complete the UPnP Certification Testing and Licensing Agreement (CTLA), the Application Form and pay the annual licensing fee ($5,000 USD). Payment instructions can be found on the application. To request an invoice or wire transfer details, contact [email protected].

Companies authorized to certify UPnP devices can access the UPnP Certification Test Tool and submit devices for UPnP® certification here.










View the current membership list here.
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TERMS AND CONDITIONS OF USE FOR OPENCONNECTIVITY.ORG

These Terms and Conditions of Use (“Agreement”) govern the use of Open Connectivity Foundation, Inc.’s (“OCF”) website at http://openconnectivity.org/ (“Site”) by you (“You” or “User”). YOUR USE OF THIS SITE INDICATES THAT YOU ACCEPT THIS AGREEMENT AND AGREE TO ALL OF ITS TERMS. YOU AGREE THAT YOUR USE OF THE SITE IS CONDITIONED ON YOUR ACCEPTANCE, WITHOUT MODIFICATION, OF THIS AGREEMENT. IF YOU DO NOT ACCEPT THE TERMS IN THIS AGREEMENT THEN YOU DO NOT HAVE ANY RIGHT TO USE THIS SITE AND YOU SHOULD EXIT THIS SITE AND NOT USE THE SITE. YOU SHOULD DOWNLOAD AND PRINT THIS AGREEMENT FOR YOUR RECORDS.

By visiting this Site, You agree to the following:

1. Access and Conditions of Use

1.1 User’s right to use this Site is subject to compliance with all terms in this Agreement. Within this Site, OCF provides User with access to a variety of resources including, but not limited to, membership information, press releases and other general information about OCF ("Resources"). Your use of these Resources is subject to the terms of this Agreement.

1.2 As conditions to User’s use of this Site, You agree that You will not:

(a) Modify, copy, distribute, transmit, display, perform, reproduce, publish, broadcast, license, create derivative works from, transfer or sell any information, software, products or services obtained from the Site;

(b) Use the Site for any unlawful purpose;

(c) Use any of the Resources in a manner that could damage, disable, overburden or impair any OCF Server (as defined herein) or the networks connected to any OCF Server. The “OCF Server” means the computer software and/or hardware that serves the Site to users across the Internet, and which hosts the pages, scripts, programs, and multimedia files and serves them using a protocol designed to send files to users;

(d) Attempt to gain unauthorized access to any of the Resources or OCF Server through hacking, password mining or other unauthorized means;

(e) Obtain or attempt to obtain any materials or information not intentionally made available through the Resources;

(f) Use any robot, spider, other automatic device or manual process to monitor, deep link with or copy the Site's web pages or any of the Site's content; and

(g) Upload files, other than as provided by the Resources, that contain viruses, Trojan horses, worms, time bombs, cancelbots, corrupted files or any other similar software or programs that may damage the operation of the Site or another computer.

1.3 User shall be responsible for obtaining and maintaining any equipment or ancillary services needed to connect to or access the Site, including, without limitation, Internet connections, modems, hardware, software, and long distance or local telephone service.

2. User Registration, User IDs and Passwords

If any of the Resources require You to register on this Site, You must complete the registration by providing current, complete and accurate information as prompted by the registration form. You may also receive a user ID and password. You are entirely responsible for protecting and maintaining the confidentiality of your user ID and password as well as all activities that occur under your account. You agree to immediately notify OCF of any unauthorized use of your account. OCF will not be liable for any loss that You may incur as a result of an unauthorized use of your user ID or password. However, You could be held liable for losses incurred by OCF due to an improper use of your user ID or password. You may not use any other person or entity's user ID or password at any time.

3. Copyrights and Other IP Rights; Reservation of Rights.

3.1 OCF’s policy is to respect the copyright and intellectual property rights of others. OCF has the right to (i) terminate a User’s use of this Site if User infringes upon the copyright or intellectual property rights of others, and (ii) remove any content from the Site that, in OCF’s opinion, may infringe the copyright or other intellectual property rights of any third party.

3.2 This Agreement shall not be interpreted to transfer any rights in any intellectual property from OCF to User other than the limited right to use the Site as set forth herein.

4. Submissions. You agree that any information, feedback, questions, comments and related materials that you provide to OCF in connection with your use of this Site ("Submissions") are provided to OCF on a non-confidential and non-proprietary basis. OCF shall have no obligations to You of any kind with respect to any Submissions and shall be free to reproduce, use, disclose and/or distribute any Submissions for any purpose whatsoever, without limitation.

5. Privacy Policy and Other Policies Governing this Site. OCF’s Privacy Policy and any other terms and conditions of use that govern this Site as may be more fully set forth on the Site are hereby incorporated into this Agreement by this reference and User agrees to comply with the same at all times.

6. Links to Third Party Sites. As a convenience, the Site may provide links to other web sites that are not owned or controlled by OCF (“Third Party Websites”). OCF does not control Third Party Websites and is not responsible for the content in Third Party Websites or in any links contained in a Third Party Website or for any changes or updates to any of these sites. Any link from this Site to a Third Party Website does not constitute or imply any endorsement or recommendation by OCF. Your visit to any Third Party Website is subject to the terms and conditions of that Third Party Website and User should refer to each Third Party Website’s specific terms.

7. No Warranty. THE SITE, THE RESOURCES AND THE MATERIALS IN THE SITE ARE PROVIDED ON AN "AS IS" BASIS WITHOUT REPRESENTATIONS OR WARRANTIES OF ANY KIND, EITHER EXPRESS OR IMPLIED. OCF DISCLAIMS ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE AND NON-INFRINGEMENT. OCF DOES NOT REPRESENT OR WARRANT THAT THE RESOURCES OR MATERIALS IN THIS SITE, INCLUDING WITHOUT LIMITATION ANY INFORMATION ABOUT OCF PROVIDED BY THIRD PARTIES, ARE ACCURATE, COMPLETE, RELIABLE, CURRENT OR ERROR-FREE. OCF DOES NOT REPRESENT OR WARRANT THAT THIS SITE OR ITS OCF SERVER(S) ARE FREE OF VIRUSES OR OTHER HARMFUL COMPONENTS. OCF does not guarantee continuous, uninterrupted or secure access to its Resources, and operation of the Site may be interfered with by numerous factors outside of the control of OCF, including, but not limited to, telecommunications network disruptions.

8. Limit of Liability. IN NO EVENT SHALL OCF BE LIABLE FOR ANY SPECIAL, INDIRECT OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES WHATSOEVER FROM THE LOSS OF USE, DATA OR PROFITS, WHETHER IN CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION. This Site may contain information which is targeted to a wide range of audiences and could contain details or information otherwise not accessible or valid in your country. Please be aware that OCF does not take any responsibility for accessing such information which may not comply with any legal requirements, processes, regulations, registrations or usage requirements in your country.

9. Changes to this Agreement.  Once User begins to use this Site, OCF may modify this Agreement at any time and from time to time and User will thereafter be bound by the version of this Agreement that is in effect at the time User visits this Site. Any use of this Site by User thereafter shall be deemed to constitute acceptance by User of the amendments.

10.Termination. In addition to any other rights, OCF reserves the right, without notice and in its sole discretion, to terminate your use of this Site and to block or prevent further access to and use of this Site by You.

11. Governing Law. The Agreement will be construed and controlled by, and any dispute arising from the terms of this Agreement shall be governed by, the laws of the State of Delaware.

12. Entire Agreement, Severability; Non-Waiver. This Agreement, along with the Privacy Policy and any other policies governing this Site as referenced in Section 5 of this Agreement, constitutes the entire agreement between the parties with respect to the subject matter hereof.If any provision of this Agreement is deemed unlawful, void or for any reason unenforceable, then that provision shall be deemed severable from this Agreement and shall not affect the validity and the enforceability of the remaining provisions. The failure of OCF to insist upon or enforce strict performance of any of these provisions or to exercise any rights or remedies under this Agreement will not be construed as a wavier or relinquishment to any extent of OCF's right to assert or rely upon any such provisions, rights or remedies in that or any other instance; rather the same will be and remain in full force and effect.

Copyright Notice.

Copyright © 2016-2018 Open Connectivity Foundation, Inc. All rights reserved.

Questions and Contact Information. If You have questions about the terms of this Agreement, please send an email to the Site Administrator at:  [email protected]




















OCF Announces Mark Trayer as OCF Chairman of the Board

Posted on: June 14, 2021
The OCF Board of Directors (BoD) is made up of leading experts from innovative tech manufacturers including CableLabs, Cascoda, Haier, LG Electronics, and Samsung. These representatives are key decision makers and work to ensure the organization operations run smoothly and are in-line with OCF’s vision for the IoT. Last month, OCF was proud to welcome Mark Trayer to the BoD as Chairman of the Board. Mark brings a wealth of industry experience to the BoD and has been involved with OCF since its early inception in 2014.

We spoke with Mark about his professional background, his objectives as new BoD Chair, and his outlook on the future of OCF. Get to know the OCF BoD Chair below:

Please give us a brief introduction to yourself – what is your professional background, particularly within the IoT space?

I’ve been involved with “connectivity” the entirety of my professional career in Samsung, and prior to that, Nortel (originally BNR). Initially, I worked on the implementation of “old school” SS7 signaling systems in Digital Telephone, which evolved into architecting protocol stacks as part of Multi-media over IP solutions.  I subsequently became more “residential” and user focused, working on in-home content distribution (personal content and provided content), and then into spaces that acted as a precursor to some of the early Smart Device/Smart Home solutions (Smart Energy, Smart Appliances, and associated Energy Star definitions).

I was part of the teams that worked on initial Smart Home enabling technologies for Samsung products. From there, in 2014 I was part of the launch of the Open Interconnect Consortium, which subsequently became what we know today as Open Connectivity Foundation (OCF). I have been heavily involved in contributing to OCF since that point.

As the newly elected OCF BoD Chair, how do you aim to use this role to advance OCF technology?

As OCF BoD Chair my role is to advance OCF technology through working with the other BoD members and the OCF Work Groups (WGs) to engender two key items: awareness and adoption.

For awareness, I work with other BoD members and OCF WG Chairs in active initiatives on stakeholder value, as well as the ongoing efforts of the Marketing Communications WG to position OCF effectively. We do this with targeted messaging advocating OCF as the Secure IP Device Framework of choice for the IoT.

For adoption, I work to ensure that OCF effectively supports member companies looking to bring products to market, as well as support ongoing initiatives taking place in different regions to deploy OCF technology.

Could you tell us about your history with OCF? 

Samsung is a “day #1” member of OCF (originally OIC). I attended the kick-off Face-to-Face meeting in Manhattan Beach, CA, and was co-chair at that time of the original Smart Home group (with Wouter van der Beek, OCF Director).  I have continued to chair the Smart Home Work Group since that very first meeting, and have also taken on the role of Core Technology Working Group Chair and Core Technology Steering Committee Chair.

I have been heavily involved in the development of the device and resource models that have been defined by OCF, working with people like Wouter van der Beek and Clarke Stevens on the tooling that accompanies these models that enables automated creation of spec material, and also automated creation of running code that realizes OCF devices.

I was also part of the key set of contributors that saw the realization of the OCF Universal Cloud Interface (C2C API) from a Power Point concept to a certifiable reality (with at least three certifications to date).

Why is OCF the standard of choice to propel IoT security to new heights?

OCF has endorsed security as a key element of its work and has a dedicated Security Work Group to maintain and update the OCF Secure IP Device Framework.

The OCF Secure IP Device Framework is a vertical agnostic infrastructure that enables secure IP communication through a standardized framework. It is also backed by an open-source implementation, which is compliant to the standard and meets the implementation verifications of our Certification Program. The framework includes network device discovery, resource/service discovery on the device, secure connectivity using DTLS for proximal (device-device) communication, onboarding on the secure domain and Access control lists.

This framework is compliant with most of the known IoT security baseline requirements – including those from NIST, CTAC, ENISA, UK, IASME and ETSI. The OCF Security Work Group has measured the OCF Secure IP Device Framework against these IoT security baselines so that you don’t have to – essentially allowing you to “compile your compliance” for regulatory IoT security requirements.

OCF offers a comprehensive Certification Program for its members. What are the benefits of OCF Certification and how does OCF Certification simplify a product’s time to market?

OCF provides a rich suite of tools to support members in bringing certified products to market.  The Certification Test Tool (CTT) itself is available for free to all members, thus allowing in-house test and validation of an implementation before bringing it to an ATL for formal certification.  In conjunction with this, Iotivity Lite provides an open-source implementation of the specifications that realizes the mandatory requirements, and against which each CTT release is regressed, thus ensuring alignment between specifications, code, and certification for every release.

To help in the development of a certifiable implementation and greatly simplify the associated effort, OCF also provides tools and toolchains to create running code for a device in an extremely time efficient manner, the OCF Developer Program provides tutorials and details to get started.

Could you give us a preview of what’s to come for OCF?

OCF is driving down three key paths:

	First, promoting the proven, open, Secure IP Device Framework that is defined by the Core and Core Security specifications as a fundamental element for an IoT solution or deployment. This is agnostic of the data models also defined by OCF, meaning that anyone who requires a secure, open standards-based, IP framework can take what OCF has developed (including much of the associated tooling) and build thereon.
	Second, OCF will continue to drive and support adoption of OCF as the IoT enabler for Smart Home and Smart Residential solutions. OCF ensures that any gaps in modeling or capability are met, and works with OCF member companies and the regional forums in supporting deployments, product development, certification programs, inter-operability events and more.
	Third, supporting efforts and work of the Smart Commercial Building Work Group in realizing products, solutions, and commercial deployments of OCF technology in this space.


All three of these initiatives provide the pillars of success for OCF moving forward.
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