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Presentations & Whitepapers











Presentations

The following presentations were developed by UPnP Forum and are provided for reference purposes.

These presentations can be used as background information as well as used in total or in part in your own presentation on the UPnP initiative.

	Hands-on IoT Workshop & Evening Reception

Click here to access the presentations from the event

(July 2015 - Beijing, China - presentations by OIC, DLNA, UPnP Forum)	UPnP: The Discovery & Service Layer For The Internet of Things

(April 2015)
	Leveraging UPnP+: The Next Generation of Universal Interoperability

(April 2015)	Making The Smart Home Smarter With UPnP Technologies

(April 2015)
	Webinar slides: Why You Should Upgrade to UPnP+

(February 2015)	UPnP Data Models

(March 2015)
	UPnP Internet of Things Overview

(December 2014)	New Tools for Commercial Video over IP

(November 2014)
	Delivering the Internet of Things with UPnP

(November 2014)	
	Update on UPnP+, Cloud, Multi-Screen and IoT

(March 2014)	


Whitepapers

	UPnP: The Discovery & Service Layer For The Internet of Things (April 2015)
	Full Whitepaper
	Short Marketing Brief


	Leveraging UPnP+: The Next Generation of Universal Interoperability (April 2015)
	Full Whitepaper  
	Short Marketing Brief



	Making The Smart Home Smarter With UPnP Technologies (April 2015)
	Full Whitepaper  
	Short Marketing Brief


	UPnP Enabling Standard IoT: Future-proofing device communications

(April 2014)
	UPnP Remote Access - Connecting Two Home or Small Business Networks

(June 2012)	


Publications

UPnP Design By Example by Michael Jeronimo and Jack Weast.

This book is primarily a resource for software developers who are implementing UPnP technology in their products. It also provides an introduction for those who are new to the technology. This book covers:

	Basic UPnP concepts such as control points, devices, and services
	Protocols that form the foundation of the UPnP architecture
	An example of how to develop a UPnP device from start to finish
	The latest topics, such as UPnP Audio/Video and Simple Control Protocol (SCP)


The book is accompanied by a CD-ROM which contains:

	C-language code for all examples presented in the book
	Complete UPnP specifications and related documents
	The Intel SDK for UPnP Devices for Linux, including source code and binaries
	Tools to view and interact with any UPnP device, to monitor UPnP protocols, and to generate XML device descriptions


For more information visit http://www.intel.com/intelpress/sum_upnp.htm

Please visit Amazon.com for additional books on UPnP. 
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Background Information












What is the Open Connectivity Foundation (OCF)?
Expand



Open Connectivity Foundation (OCF) is making the IoT attainable by establishing the necessary interoperability standard for connected devices - enabling them to discover and communicate with one another, regardless of manufacturer, operating system, chipset or physical transport.

The Foundation is unlocking the massive opportunity of the IoT market, accelerating industry innovation and helping developers and businesses create solutions that map to a single open connectivity specification. OCF is creating secure device discovery and connectivity that the IoT market needs to advance through several initiatives, including the writing of the OCF Specification (with its corresponding OCF Security Framework) as well as product certification and testing.







What are the objectives of OCF?
Expand



By delivering a single solution covering interoperability across multiple vertical markets and use cases, OCF’s members are bringing OCF Certified products to the market that can effortlessly communicate. OCF is also helping make the end user’s experience better by seamlessly bridging to other ecosystems and ensuring interoperability with OCF Certified devices regardless of operating system or platform.







Who comprises OCF?
Expand



A complete member listing can be found here.

A list of industry partners with whom OCF is collaborating can be found here.







Does OCF test and certify IoT products and devices?
Expand



To ensure device interoperability, security and a solid customer experience, OCF offers OCF, UPnP, and AllJoyn® testing and certification. These certification and testing programs help improve consumer confidence and ultimately reduce product returns to manufacturers’ by ensuring that certified devices comply with the OCF Specifications.

Open Connectivity Foundation Certification Testing is available to OCF Gold level members and above, and must be conducted at an OCF approved Authorized Test Lab. A list of OCF Authorized Test Labs is here.







What’s the history of Open Connectivity Foundation?
Expand



In 2014, the Open Interconnect Consortium (OIC) was formed to work on standardizing communication between IoT devices. Late in 2015, with the intent to develop Universal Plug and Play (UPnP) to include IoT devices, the UPnP Forum announced that OIC would acquire its assets. The following year, OIC changed its name into Open Connectivity Foundation (OCF) to help reduce the standards fragmentation in the IoT industry. OCF is building on OIC’s previous work and is developing an IoT communication standard that allows devices to interoperate regardless of form factor, operating system, service provider, transport technology or ecosystem.

In 2016, in a continued effort to reduce IoT standards fragmentation, OCF, the sponsor of the IoTivity open source project, and AllSeen Alliance, which provided the AllJoyn® open source IoT framework, announced that the two organizations united under the OCF name and bylaws. This merger advances interoperability between connected devices from both groups, enabling the full operating potential of IoT and representing a significant step towards a connected ecosystem.

OCF now sponsors both the IoTivity and AllJoyn® open source projects at The Linux Foundation. Both projects will collaborate to support future versions of the OCF specification in a single IoTivity implementation that combines the best of both technologies into a unified solution.

Today, the Open Connectivity Foundation has over 370 innovative member companies and has become one of the largest standards organizations for IoT. OCF members include some of the world’s leading companies that are helping accelerate the development of an interoperability standard and the ability to make IoT a more seamless, secure experience for everyone involved. By delivering a single solution covering interoperability across multiple vertical markets and use cases, OCF members will bring OCF Certified products to the market that can safely communicate. Learn more about our members and industry partners here.







What are the vertical markets OCF is targeting?
Expand



OCF is establishing a single solution that addresses interoperability across multiple vertical markets to ensure that manufacturers and developers have the greatest opportunity to maximize interoperability and increase market share. OCF brings together companies from diverse markets including automotive, consumer electronics, enterprise, healthcare, home automation, industrial and wearables.

Currently, OCF is developing initiatives related to Smart Home solutions designed to make the end user’s experience better by seamlessly bridging ecosystems within a user’s smart home and ensuring interoperability with OCF Certified devices.

In addition to Smart Home initiatives, OCF remains committed to driving initiatives for the automotive, healthcare and industrial markets. Additionally, there is huge potential for innovation because there are greater data opportunities/broader pool of data that OCF Certified products will be able to share and leverage to create an intelligent connected ecosystem.

Here is a sampling of what the OCF members are doing: Runtime and SURE Universal.







How is the OCF organized?
Expand



OCF is a registered non-profit organization governed by a Board of Directors and consisting of several steering committees and active work groups. Under the direction of the Board, the OCF steering committees oversee a number of significant initiatives (refer to the organizational structure). More information about OCF membership levels, benefits, bylaws and IPR policy is available here.














Membership Information












Who can join OCF?
Expand



In keeping with our open philosophy, any company that is interested in connecting IoT devices and is aligned with our goals of driving a secure, interoperable standard and supporting an open source implementation of that standard is encouraged to join.







 Why should a company join OCF?
Expand



One of the biggest challenges facing today’s IoT manufacturers and developers is the lack of a single standard that addresses all the necessary requirements for a truly secure, interoperable solution for IoT devices.

OCF’s world-class member companies, as well as organizations involved in OCF, believe that secure and reliable device discovery and connectivity is the foundation that will lead to a stronger, more user-friendly Internet of Things. The members also believe that a common, interoperable approach is essential, and that both a standard and an open source implementation are the best route to enable speedy, scalable deployment.

There are numerous benefits of joining OCF, including collaborating with the most brilliant global technology leaders to solve the IoT standards chaos. Foreseeing the end of the IoT standards chaos isn’t easy, but industry collaboration goes a long way in achieving success and continued innovation. There are multiple proposals and forums driving different approaches… but no single solution addresses the majority of key requirements.

Join the growing ecosystem that is making the promise of IoT a reality.







How do companies join? What are the costs?
Expand



OCF has several levels of membership offering various levels of participation, influence, and branding. If your company is interested in joining, please visit our join page here, to determine which membership level is right for you.














Technical Information












What is the OCF Specification?
Expand



The OCF Specification is the answer to the unsolved ‘secure interoperability’ challenge. The Specification provides the necessary secure communication framework, a standard model for applications and services to interact with IoT resources, mapping to multiple transports, and bridging to other IoT ecosystems.







Is the OCF Specification available?
Expand



Yes, the OCF Specification can be download here.







What is the OCF Security Framework?
Expand



Because the OCF Specification includes a common security framework to manage device-to-device communication, manufacturers can focus on increasing innovation and expanding their market share without worrying about adding additional security layers. End users can rest assured that OCF Certified products are secure and reliable. Learn more about the OCF Security Framework here.







What technology does the OCF Specification support? 
Expand



IoT devices connect using many different operating systems including Android, iOS, Linux, Tizen, and Windows, as well as Real Time Operating systems. OCF Specifications and the IoTivity Open Source Project are allowing interoperability for all types of devices regardless of operating systems.

OCF Specifications are agnostic with regard to any wireless or wired IP technology.














Open Source Projects












Why is Open Source critical to the success of IoT? 
Expand



The challenge for the IoT ecosystem is to ensure emerging IoT devices can connect securely and reliably to the Internet and to each other. If not, the Internet of Things won’t reach its potential. By adopting an open source and open specification model, OCF is enabling the open source community to quickly create and implement reliable, secure device discovery and connectivity across a broad range of operating systems, platforms, transports and vendors.

To ensure the open nature of the OCF project, anyone can download the software, and contribute to the documentation, source code or testing.







What are the IoTivity Project? 
Expand



The IoTivity Project is an open source implementation of the OCF Specification. The IoTivity Project brings together the open source community to accelerate the development of a single framework and the services required to securely connect devices.

The IoTivity code is available today. You are welcome to download the code and documentation and start contributing to the project here: https://www.iotivity.org/.














OCF Certification












What is the process for becoming OCF Certified?
Expand



OCF has a robust certification program available to members.  For more information, please visit the OCF Certification page, or contact [email protected].







If I have a product based on IoTivity or OCF but that is not certified by OCF, can I claim it is compliant or conformant to OCF?
Expand



No.  Usage of the phrases, such as OCF Certified, OCF Conformant, OCF Compliant and so on, are not permissible to be used on or in connection with any non-certified products.  For a list of OCF certified devices, please visit:  https://openconnectivity.org/certified-products.







How do I look for a product that has been OCF certified? 
Expand



All OCF certified products are announced on its product registry at https://openconnectivity.org/certified-products.  OCF also has a certification mark that is made available for usage on products once the requirements of achieving certification are met.  Any usage of the OCF trademarks without achieving certification will be enforced by OCF.
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Open Connectivity Foundation and Open Mobile Alliance Announce Liaison Agreement

Posted on: September 6, 2017
IoT consortium and mobile service enabler standards body collaborate on wireless connectivity and device management.

BEAVERTON, OR and SAN DIEGO, CA – September 6, 2017 – The Open Connectivity Foundation (OCF), a leading Internet of Things (IoT) standards body, and the Open Mobile Alliance (OMA), the leading industry forum for developing mobile service enablers, today announced a liaison agreement for working on device management for IoT.  This agreement will explore collaboration involving OMA’s LightweightM2M (LwM2M) standard, a device management protocol designed for sensor networks and the demands of a machine-to-machine (M2M) environment, with OCF Specifications.

… [Read More]


Filed Under: Announcements 
GENIVI Alliance and Open Connectivity Foundation Collaborate on Open Standards in Vehicle Connectivity

Posted on: February 15, 2017
The two organizations envision a standardized approach for connected cars to interact with new smart technologies in homes and neighborhoods globally

San Ramon, Calif., and Beaverton, Ore., – Feb.15, 2017 – The GENIVI Alliance, a community developing open source software and standards for the connected car and the Open Connectivity Foundation (OCF), a leading Internet of Things (IoT) standards body, today announced a liaison agreement. Under this agreement the two organizations will co-develop open standards for vehicle connectivity and vehicle data exchange, including a unified model for secure discovery and exchange of information between smart homes, connected cars and other IoT devices. The joint effort will also address end-to-end security challenges and will be the basis for a growing number of V2X (Vehicle-to-everything) solutions, enabling new opportunities across multiple verticals.

… [Read More]
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OBJECTIVES



The Open Connectivity Foundation (OCF), with leaders across multiple industries, will define the connectivity requirements to improve interoperability between the billions of devices making up the Internet of Things (IoT). OCF will deliver a specification, an open source implementation and a certification program ensuring interoperability regardless of form factor, operating system, service provider or transport technology creating a "Network of Everything". The OCF invites the industry to participate in this effort as it brings together companies from diverse markets including: Automotive, Consumer Electronics, Enterprise, Healthcare, Home Automation, Industrial and Wearables, amongst others.  

Read below for information on UPnP certification for OCF Members and Non-Members.

OCF MEMBERSHIP LEVELS AND BENEFITS

Adopter Member Benefits - Use the Standard - (Annual Dues: $0 USD)


	Eligible to have read only rights for members-only materials
	Eligible to seek OCF certification of products and/or services
	NOTE: Adopter members may not participate in email discussions, calls or face-to-face meetings of the Members (except for the limited right to attend the plenary sessions of the annual meeting of the Members)



Nonprofit Educational Gold Member Benefits - Create the Standard - (One-time fee: $1,000 USD*)

* Membership tier for non-profit educational organizations.





	Eligible to participate in a non-voting capacity in Work Group and Task Groups
	Eligible to seek certification of products and/or services
	Eligible to use the organization's trademarks in connection with Member's certified products and/or services



Individual Member Benefits - Contribute as an Individual - (Annual Dues: $0 USD**)

** Membership tier for individuals who are not employed by a company and are contributing solely as an individual.







	Eligible to participate in a non-voting capacity in Work Group and Task Groups






Gold Member Benefits - Create the Standard and Influence the Organization - (Annual Dues: Tiered from $2,000 to $10,000 USD***)

*** Fee determined by the number of full-time employees of the Applicant at the time of application and subject to change on renewal based upon changes in the number of full-time employees. Gold Members that have a representative on the Board of Directors are required to pay at the start of their term an additional fee of $5,000 USD for the two-year term.


	Eligible to have a representative elected to the Board of Directors
	Eligible to have a representative appointed or elected as an Officer of the organization
	Eligible to participate and Chair in the Work Groups and Task Groups
	Eligible to seek OCF and UPnP certification of products and/or services
	Eligible to use the organization's trademarks in connection with Member's certified products and/or services















JOINING THE OCF IS EASY.

1. Review the Membership Documents.

	OCF Gold Membership Agreement
	OCF Individual Membership Agreement
	OCF Nonprofit Educational Gold Membership Agreement
	OCF Adopter Membership Agreement
	Open Connectivity Foundation Bylaws
	Open Connectivity Foundation IPR Policy
	Certificate of Incorporation and Certificate of Amendment for Name Change


2. Submit a Signed Membership Agreement to [email protected].

3. Remit the annual dues payment to OCF that is applicable for your membership level.

4. Begin participating!

For any questions on the benefits or processing of membership applications, please contact us.





CERTIFY UPNP DEVICES

Effective January 1, 2016, UPnP Forum assigned their assets to OCF. Membership in UPnP Forum is no longer available, but UPnP certification is managed by OCF and the below options are available.

OCF Membership

Companies that join OCF as a member per the instructions above can certify UPnP devices at no additional cost, but must sign the UPnP Certification Testing and Licensing Agreement (CTLA). Sign and return a scanned copy to [email protected].

Non-Member Licensee

Companies that do not join OCF can become a Non-Member Licensee under the UPnP Certification Testing and Licensing Agreement (CTLA). Companies must complete the UPnP Certification Testing and Licensing Agreement (CTLA), the Application Form and pay the annual licensing fee ($5,000 USD). Payment instructions can be found on the application. To request an invoice or wire transfer details, contact [email protected].

Companies authorized to certify UPnP devices can access the UPnP Certification Test Tool and submit devices for UPnP® certification here.










View the current membership list here.
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SIGN UP FOR OUR eNEWS

To get the latest news & events





	Your Name* 

	Your Email Address*



	Your Company* 
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