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Evaluating an IoT Security Model Against Industry Baselines

Posted on: August 5, 2020
Building a house that is strong enough to withstand the test of time requires well-defined codes, specifications based on rigorous testing, and thorough certification.  Building a secure IoT device is no different.  As a part of Open Connectivity Foundation (OCF), engineers from over 450 companies around the world have been collaborating on the trifecta of specification, certification, and open source reference architecture that is required to build secure IoT devices.

Read the full article by Kyle Haefner via Embedded.com
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White Paper: Enabling Secure Communications in Smart Cities & Government Infrastructure

Posted on: March 8, 2023
Proprietary systems currently being deployed do not adequately meet the emerging challenges of developing smart city infrastructure such as the need for efficient data processing and analytics, agility, flexibility, privacy and coordination between the public and private sector. This white paper explores how the OCF specifications meet these challenges and allow for the development of open, interoperable smart cities by enabling secure IoT communication over Internet Protocol (IP) to offer a holistic approach to the management and optimization of urban infrastructure.

Read the white paper here.
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