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What is the Open Connectivity Foundation (OCF)?
Expand



The OCF will unlock the massive opportunity in the Internet of Things (IoT) market, accelerate industry innovation and help developers and companies create solutions that map to open specifications. With more than 300 members from around the world that include top companies representing consumer electronics, home appliances, automotive, security, consumer and enterprise technology, and more, the OCF will help assure secure interoperability for consumers, business, and industry.







What is the market opportunity?
Expand



The global market opportunity for IoT devices is immense, to say the least. United Kingdom analyst and advisory firm, Machina Research, thinks the IoT market will reach $4 trillionby 2025. Industry analyst, IHS Markit, forecasts that the IoT market will grow from an installed base of 15.4 billion devices in 2015 to 30.7 billion devices in 2020 and 75.4 billion in 2025. There is no shortage of IoT devices, services and market forecasts and projections. The IoT is here to stay, weaving amazing things into the fabric of our lives and transforming society and industry.







What is IoT Smart Home?
Expand



IoT Smart Home is an ecosystem made up of device-to-device or device-to-service interactions where-in devices generate information, share it and take actions based on the information. The devices and services essentially speak the same language and give and receive instructions. For example, a smart security system motion detector, when it senses movement could trigger the smart lighting to turn on the light in the room or thermostat to adjust the climate controls.







What is Connected Home?
Expand



A connected home is made up of devices that a person can connect with via mobile device to see a status and give commands. These devices are not smart on their own and generally exist within a ‘walled-garden’ created by the device manufacturer. Each manufacturer’s device has its own proprietary application protocol and they do not communicate with other connected devices or services.







Why is OCF Smart Home focused on IoT Smart Home rather than Connected Home Devices?
Expand



When devices can communicate with each other without direct customer interaction it drives efficiency and a better user experience than having a unique application for each device. Smart home devices (e.g., laundry machines, thermostats and security systems) should be able to communicate with one another regardless of manufacturer, operating system, chipset or physical transport. The Foundation works closely with the open source community, IoTivity, to help unlock the massive opportunity in the IoT market by creating solutions that map to a single open specification. The OCF Smart Home Project is creating common data modeling for secure interoperability. The Project utilizes OCF technology to specify how Smart Home devices interoperate.







How is OCF’s open approach to IoT Smart Home different than Smart Home systems like Nest and Alexa?
Expand



Systems like Nest and Alexa are proprietary and don’t interoperate. As Smart Home ecosystems become more commonplace, it’s important to have sufficient semantic definitions for device makers to leverage as general device customers will not understand that proprietary systems do not interconnect. Consumers want choice, and this requires smart home devices to be platform agnostic and communicate with one another regardless of manufacturer.







Does the OCF Smart Home Project Utilize Work Previously Completed by the AllSeen Alliance?
Expand



AllSeen Alliance and OCF merged in October 2016 under the OCF name and bylaws. The merger is designed to leverage the strengths of each organization. The merger will advance interoperability between connected devices, enabling the full operating potential of IoT and representing a significant step towards a connected ecosystem.







How can I join the OCF and the OCF Smart Home Project? 
Expand



For more information on membership please visit here.
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Lynx Accelerates the Immediate Adoption of Smart Home Use Cases Through Native Interoperability with OCF Certified Products – No Integrations Required

Posted on: September 11, 2018
[image: alt]

Lynx MiND provides heterogeneous device support and interoperability

across multiple smart home protocols

SAN DIEGO, CA – 11 SEPTEMBER 2018 – Today Lynx Technology, a worldwide leader in interoperability for the connected home and IoT markets, said that on the heels of the recent Open Connectivity Foundation (OCF) announcement the organization has entered an agreement with major worldwide appliance manufacturers for interoperable secure smart devices within the IoT ecosystem, that Lynx is capable of instant interoperability with any OCF-certified smart appliance or product as soon as it ships…. [Read More]


Filed Under: Member Announcements 
Global IoT Standards Organizations, the OCF and FIWARE Foundation, Partner for Mutual Smart Data Models Adoption

Posted on: May 4, 2022
Both member organizations will benefit from the sharing of smart city, smart home and smart building data models and ISO/IEC standards

4 May, 2022 – The Open Connectivity Foundation (OCF) and FIWARE Foundation have formed a mutually beneficial partnership which provides members from both organizations with increased access to data models and standards that support the development of secure, interoperable Internet of Things (IoT) deployments.

The OCF is bringing a comprehensive set of smart home and smart building models to the table, across areas including air quality testing, carbon dioxide detection and blood pressure monitoring. FIWARE Foundation has provided access to its building blocks, reference architectures, smart city and industrial models.

Bruno Johnson, Chair of OCF Marketing and Communications Work Group, commented: “The collaboration is significant as it is opening up access to a wide array of data models which can speed up the development of secure infrastructure. FIWARE’s members can also swiftly adopt our Secure IP Device Framework to help create secure deployments with rapid development and simple integrations with IoT networks, and dynamically align these with baselines for IoT security and privacy regulations.”

As an ISO/IEC adopted standard, the OCF’s framework is internationally agreed upon by experts and is gaining adoption as a national standard in countries worldwide. With the OCF adopting FIWARE’s data models, in time, these too will be brought into the ISO/IEC standard.

Ulrich Ahle, CEO of FIWARE Foundation, confirmed: “We are thrilled about our collaboration with the OCF. Its extensive expertise and experience in contributing to the definition of technical standards across industries, following an implementation-driven open-source approach, will be invaluable as we work together to create and advance the adoption of smart data models for IoT devices and related-systems. It’s a perfect strategic fit. OCF’s commitment to collaboration and co-creation so that systems can be deployed in an open and standardized way dovetails with our goal to enable devices to communicate with one another, regardless of operating system, service provider, transport technology, or ecosystem.”

Over 65 data models defined by the OCF have already been made available in FIWARE’s Smart Data Models Program, with more than 200 soon to be adopted – contributing to the over 800 smart data models already provided through the FIWARE-driven program.

Bruno concluded: “By supporting the development of IoT technology in a secure and interoperable way, together we can further encourage its evolution and positive global impact.”

For more information about OCF or to become a member, please visit the website. For more information on FIWARE, FIWARE membership, and FIWARE Smart Data Models, find the website here.


Filed Under: News 
III partners with OCF to lead the development of the IoT industry with various AI and smart home applications

Posted on: May 31, 2018
The Institute for Information Industry (III) , Taiwan, has formed a close partnership with the Open Connectivity Foundation (OCF) and has been fully engaged in helping Taiwanese firms to obtain international certifications. OCF and III held the conference on “Next Generation IoT Architecture” on June 7th at Taipei World Trade Center, where Dr. John Joonho Park, the Executive Director of OCF, gave updates on OCF and its strategy for 2018 and 2019, and OCF members, including VIA Technologies, Lynx Technology, and Microsoft Taiwan shared the latest development of IoT technologies and applications.

… [Read More]


Filed Under: Announcements 
Building Upon NIST’s Core Cybersecurity Features

Posted on: October 28, 2019
By Mark Walker, Director, Technology Policy at CableLabs

This past August, the Open Connectivity Foundation (OCF) published a blog on the suggested core security capabilities for device manufacturers laid out by National Institute for Standards and Technology (NIST), and how the OCF Specification includes and will continue to build upon these capabilities. As these capabilities are included in the OCF Specification, each OCF-certified device has been developed and maintained with security in mind. This security-by-design approach to device development allows the Internet of Things (IoT) to continue to evolve and helps prevent future security and interoperability challenges.

Last month, the OCF submitted comments to NIST in response to draft NISTIR 8259 (“Core Cybersecurity Feature Baseline for Securable IoT Devices: A Starting Point for IoT Device Manufacturers”). These comments range from support of different features to suggestions on how to continue developing these and other capabilities. The OCF supports NIST’s work in IoT security and specifically its development of a core cybersecurity feature baseline for the IoT. More broadly, the OCF urges NIST to work with global governments to help ensure harmonization of IoT security policy to accelerate the promised benefits of an IoT. The OCF also made clear that it has already implemented nearly all of the identified features in its specification and in the associated open source implementation.

The OCF is currently working through how to implement “cybersecurity event logging” and believes the industry would benefit from further guidance from NIST in this area. More generally, the OCF expressed its support for NIST’s flexible approach to implementing the identified cybersecurity features, the recommendation that IoT manufacturers use established IoT platforms, and the need to clearly communicate cybersecurity information to customers. However, the OCF suggested that NIST separate the core baseline of cybersecurity features (Section 4) from the business practice guidance (Sections 3, 5, 6, and 7) and place this latter guidance in a separate, standalone document.

By providing these comments and suggestions, the OCF is actively accomplishing its mission to work with government and industry organizations in order to develop a more reliable, secure IoT for all verticals around the world. As we have said before, developing IoT security cannot be brought by a single actor in the industry. Engaging with government organizations and contributing to industry-led security reports, such as the C2 Consensus, showcases the OCF’s leadership as well as its ability to help build a security framework that anyone can follow, no matter the size of the project. The OCF is here to enable every organization to make the IoT a reality.

OCF’s full comments can be found here.
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