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The OCF Automotive Project: Driving Global Interoperability and Adoption

















Enabling A Secure Connected Automotive Ecosystem Through Industry Collaboration

The goal of the Open Connectivity Foundation’s (OCF) Automotive Project is to ensure seamless interoperability among the connected vehicles of tomorrow and connected devices, and cities. The project will deliver the technology, standards, and certification needed to facilitate interoperability with the Internet of Things (IoT).

Motivation

	Despite the significant momentum in the market towards autonomous and connected vehicle enablement, the business or technical models for connecting automobiles to the rest of the IoT ecosystem is not clearly defined. The OCF Automotive Project will change this by closely working with OCF members, automakers, existing automotive alliances, open source projects, device makers, and standards bodies to define and deliver the requirements for secure interoperability between connected vehicles and IoT.
	OCF members and global market leaders, including Samsung, Honeywell, SmartThings, ETRI, GRL, and Tinnos are collaborating on the project.


Open Specifications

	OCF is the largest international consortium comprising of more than 300 member companies that have clearly defined and agreed upon the data, security, and connectivity models for IoT devices and services in multiple verticals like SmartHome, Healthcare, etc.
	The OCF Automotive Project aims to define data models conforming to the above specifications for the automotive domain, to enable secure connectivity between vehicles and the existing OCF domains.
	The Project will generate data models.
	The automated process of the site enables crowd sourcing of data models that helps in rapid development of new devices and services for the IoT.


Breaking Through the Barriers

	Technology companies and car manufacturers agree the connected automobile is the next domain for disruptive innovation, but solutions and services currently in the market are mostly proprietary in nature.
	Common standards and open source implementations are the key drivers that will help the automotive industry to speed up development of new product, features and services –while addressing interoperability issues together.


A Secure Interoperable Future

	The OCF Automotive Project will deliver the data models, which in turn drive certification requirements. The certification process, delivered through multiple authorized labs around the world, help ensure that OCF compliant products are meeting security, safety, and interoperability requirements for IoT devices.
	The Project will also deliver an open source reference implementation of the OCF specification via IoTivity. The IoTivity open source community works with the specifications defined by the OCF to help develop the compliant implementation that helps developers to quickly address consumer requirements and bring exciting new features.


Endless Possibilities - How the Automotive IoT Will Affect the World

Initially, the project will deliver the specifications and open source for enabling cross vertical IoT use cases in automotive. The specifications can be used to develop:

1. A Vehicle data model translator (located in cloud or vehicle), enabling services like:

	Remotely unlocking only a trunk for package delivery or hood for maintenance
	Automatically signaling distress to a hospital emergency room or family members
	Asset tracking from a browser
	Fleet management for ride hailing/vehicle sharing services
	Vehicle customization based on consumer preference
	Remotely or automatically setting climate based upon time of day and outside temperature
	Work-aware vehicles
	OBD device interactions
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2. Vehicles with OCF capability, enabling services and features such as:

	Unlocking vehicles over Bluetooth without cloud connectivity
	Advertise transportation availability for ride hailing/car sharing
	Automatically connecting with parking systems to identify available parking slots
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Read more on the OCF Automotive FAQ page.





















Introducing the OCF China Forum

Posted on: March 26, 2019
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The Open Connectivity Foundation’s (OCF) mission not only provides specifications, code and a certification program to enable OCF-certified solutions that interoperate with current IoT devices and legacy systems, but also creates an enhanced end user experience by seamlessly bridging to other ecosystems. The OCF does this to achieve global industry consolidation around a common, interoperable approach.

With this goal in mind, we are proud to announce the formal launch of the OCF China Forum. The China Forum was established with 31 member companies in February of 2019 by the China Electrical Apparatus Research Institute Co., Ltd. (CEI) with Kong Ruixun, Deputy Chief Engineer, acting as chairmen of the forum.

… [Read More]


Filed Under: Blog 
IoT Security by Design

Posted on: May 31, 2018
The OCF Security Working Group is raising the bar for IoT security standards
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The rapid growth of the Internet of Things has made connected devices an integral part of our daily lives, but this increased connectivity also comes with security risks due to… [Read More]
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Necessary IP Declarations – UDA 2.0

Capitalized terms are defined in the UPnP Forum Membership Agreement.

Pursuant to the requirements of section 3.8(a) and 3.8(f) of the UPnP Forum Membership Agreement, the following Members have made the indicated declarations related to Necessary IP that is not the Member’s Member Input that is incorporated in the above named Approved DCP Framework and their willingness to license such Necessary IP.

By providing this information, the UPnP Forum makes no representation regarding the accuracy or validity of this information nor its relevance to the UPnP Forum, DCPs, Proposed or Approved DCP Frameworks, test configuration files, Reference Implementations, Reference Implementation test logs, or to UPnP Compliant Devices. Consistent with Section 3.6(a)(D) of the UPnP Forum Membership Agreement, no Member, including Steering Committee representatives and working committee chairs, has undertaken on behalf of the UPnP Forum or its Members, any patent search with respect to the Proposed or Approved DCP Frameworks, Proposed DCPs, Standardized DCPs, Reference Implementations and associated test configuration files.

Members that now discover they have or acquire Necessary IP that is included in this Approved DCP Framework have a disclosure obligation under Section 3.8(f) and must submit its Declaration through the forms linked below.

UPnP Patent Disclosure Guidelines

Disclosure Form B: UPnP Post-Comment and Disclosure Period Patent Declaration Form Amendment: Changing a RAND Declaration to a RAND-Z Declaration

Disclosure Form C: UPnP Post-Comment and Disclosure Period Patent Declaration Form for Later-Acquired and/or Later-Discovered Necessary IP

Questions or concerns regarding the disclosure processes and guidelines may be referred to the Legal Inquiry Taskforce using this online form.

Declarations

Member: Cisco Systems

Proposed DCP or DCP Framework: UPnP Device Architecture Annex C Cloud

Signatory Name: Wouter van der Beek

Title: mr

Address 1: Four Stoney Croft Rise

Address 2:

City: Chandlers Ford

State: Hampshire

Country: United Kingdom

Postal Code: 0

Email: [email protected]

Date and Time stamp: 5/22/2014 01:46 AM

Patent License Option: (ii) RAND terms and conditions

Member: Intel Corporation

Proposed DCP or DCP Framework: UPnP Device Architecture 2.0

Signatory Name: Scott Lofgren

Title: systems Engineer

Address 1: 1900 Prairie City Raod

Address 2:

City: Folsom

State: California

Country: USA

Postal Code: 95630

Email: [email protected]

Date and Time stamp: 6/19/2014 09:53 AM

Patent License Option: (ii) RAND terms and conditions

Member: Intel Corporation

Proposed DCP or DCP Framework: UPnP Device Architecture Annex C Cloud

Signatory Name: Scott Lofgren

Title: Systems Eng.

Address 1: 1900 prairie city road

Address 2:

City: Folsom

State: California

Country: USA

Postal Code: 95630

Email: [email protected]

Date and Time stamp: 6/4/2014 01:43 AM

Patent License Option: (ii) RAND terms and conditions

Contributors

The UPnP Forum in no way guarantees the accuracy or completeness of this contributor list and in no way implies any rights for or support from those members listed. Members contributing to this DCP Framework, but not included in the list below should notify the Forum Administrator.

AllegroSoft

Cable Labs Inc

Canon

Cisco Systems

Clayster

Comarch

Conexant

Epson

GoPro (Woodman Labs Inc.)

HP

Intel

Microsoft

Nokia

Philips

Siemens

Sony

TP Vision


OCF 2.0 Specification – Securing the Internet of Things

Posted on: August 30, 2018
[image: alt]This is the second of a two-part series about the Open Connectivity Foundation’s 2.0 features. View the first part in the series here.

The security of Internet of Things devices has always been one of the top priorities of the Open Connectivity Foundation. As more devices come online every day, the amount of cybersecurity risks continues to climb – from privacy issues to theft of personal data.

That’s why OCF is … [Read More]
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